
Service Overview: Risk Security and Privacy - PCI DSS

We’re up against a sophisticated community of 
cybercriminals who are intelligent, patient, and 
well organized when it comes to trying to get their 
hands on your credit card data.

If you are an entity that stores, processes, or 
transmits cardholder data, or if your company 
provides services to organizations where you could 
impact the security of their payment card lifecycle, 
you are required to comply with the PCI DSS. 

Organizations that don’t protect cardholder data 
are subject to penalties and fines, not to mention 
increased financial and reputational risk. Online 
helps our Clients protect their data and systems, 
making sure they fully understand their compliance 
requirements. 

Our team of highly experienced QSAs can perform 
formal validation of compliance from guided Self-
Assessment Questionnaire assistance through 
comprehensive Level 1 Report on Compliance 
Assessments.

Organizations who are not compliant 
with PCI DSS are putting themselves 
and their valued customers at risk of 
being breached.  

Online is pleased to be 
recognized as a PCI DSS 
Qualified Security Assessment 
vendor in Gartner’s Market 
Guide for PCI DSS Qualified 
Security Assessment Services.

“The PCI Security Standards Council 
(PCI SSC) leads a global, cross-indus-
try effort to increase payment se-
curity by providing industry-driven, 
flexible and effective data security 
standards and programs that help 
businesses detect, mitigate, and pre-
vent cyberattacks and breaches.”
-PCI-DSS Council 
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About Online Business Systems
Founded in 1986, Online is an established Digital Transformation and Cybersecurity consultancy. We empower 

enterprise customers across North America by enhancing their competitive advantage with improved business 

processes and secure information systems. We guarantee results through our technical skills, our business 

processes, and change management expertise. 

Contact: 
Online Business Systems
1.800.668.7722
rsp@obsglobal.com

Security Standards 

The five major credit card brands (Visa, MasterCard, American Express, Discover, and JCB)  
established the Payment Card Industry Data Security Standard (PCI DSS) in 2004 to provide a  
specific set of security standards that must be followed by all organizations who store, process, 
transmit, or can otherwise impact the security of cardholder data.  

The DSS outlines 12 major control areas that must be adhered to for an organization to be 
considered compliant, and must maintain and formally report compliance status at least annually; 
failure to do so can result in significant fines, increased transaction rates, and possible potential 
revocation of an organization’s ability to accept credit cards. 

Online offers a range of comprehensive PCI solutions, and we work with a range of Clients from 
startups to Fortune 100 companies, including Merchants and Service Providers, to help them build 
and secure their payment environments.

Our PCI services:
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 > Asset Management 

 > Cardholder and PII Data Discovery 

 > PCI Assessments with Attestations of 
Compliance 

 > PCI Readiness Assessments 

 > PCI Trusted Advisor Consulting Services 

 > Penetration testing services (network, 
application, and segmentation testing)

 > Remediation Consulting including 
Prioritized Roadmaps 

 > Risk assessments

 > Secure code training

 > Security awareness training

 > Security Program Development, 
Governance and Quarterly or Semi-
Annual Health Checks


